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1. a)  Discuss the limitations of stop and wait protocol                                                 (5)

  b) What is a MAC address? Explain the MAC addressing scheme used in 802.11 (8)                                     c) A bit stream 10011101 is transmitted using the standard CRC method. The 
            generator polynomial is x3 +1. Show the actual bit string transmitted. Suppose 
the third bit from the left is inverted during transmission. Show that this error is 
detected at the receiver’s end.                                                                             (12)
OR
2. a) Discuss the important features of CSMA/CD.

                               (5)
b) Design a reliable, pipelined, data transfer protocol that uses only negative 
     acknowledgements. How quickly will your protocol respond to lost packets 
     when the arrival rate of data to the sender is low? When it is high?                    (8)
        c) Mention the design principles that were applied in arriving the seven- layer model 
            of the ISO/OSI reference model.                                                                         (12)

3.     a) Differentiate between Link State and Distance Vector routing algorithms          (5)
  b) Explain the segment formats for TCP and UDP                                                   (8)
c)  Suppose data grams are limited to 1500 bytes including header between source      

     host A and destination host B. Assuming a 20 byte IP header how many data- 
     grams would be required to send an MP3 of 4 million bytes?                           (12)
                                                    OR
 4.    a) What are the disadvantages of Bellman Ford Algorithm                                    (5)
  b)  Discuss the various congestion control techniques used in transport layer   (8)
c)  Consider the three node topology shown below. The link costs are c(x,y)=5,     

     c(y,z)=6,c(z,x)=2.Compute the distance tables after initialization step and after 
     each iteration of a synchronous version of the distance vector algorithm          (12)
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5. a) What is meant by end-to-end delay and packet jitter? What are the causes of packet 
     jitter

                                                                                                       (5)

b) Discuss how scheduling and policing schemes affects the QoS of a wireless 
   network . Give an example for scheduling discipline that is not work conserving. (8)

      c) What is meant by interactivity for streaming audio/video? Are the TCP receive 
           buffer and the media player’s client buffer the same thing? If not, how do they 
           interact?






                             (12)

OR
6. a) Briefly explain Mobile IP                                                                                        (5)
 b) What is hidden terminal problem? Explain how IEEE 802.11 deals with  

     hidden terminals                                                                                                     (8)
c) How is RTSP different from HTTP? “Can HTTP be used to request a stream”? 
    Justify your answer. Does RTSP maintain state information about the client?    (12)
     (consider the pause/resume function).
7.    a) Explain how RSA works



                                           (5)

       b) What is cryptography? Describe symmetric key and public key algorithms in 
            detail                                                                                                                      (8)
       c) What does it mean for a signed document to be verifiable, nonforgetable and 
            nonrepudiable? Can message confidentiality exist without message integrity? 
             Justify your answer.   



                                         (12)

OR

8.    a) What is a key distribution center? What is a certificate authority?    
                   (5)

b) What is the man-in-the-middle attack? Can this attack occur when symmetric 
       keys are used                                                                                                        (8)
c) Using RSA, choose p=3 and q=11, and encode the word “hello”. Apply the decryption algorithm to the encrypted version to recover the original plain-text message.                                                                                                              (12)
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